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the Secretary of Defense, 32 CFR part 
311. 

[40 FR 55535, Nov. 28, 1975. Redesignated at 56 
FR 55631, Oct. 29, 1991, as amended at 56 FR 
57802, Nov. 14, 1991] 

PART 314—DEFENSE ADVANCED 
RESEARCH PROJECTS AGENCY, 
PRIVACY ACT OF 1974 

AUTHORITY: Pub. L. 93–579, 88 Stat. 1896 (5 
U.S.C. 552a). 

§ 314.1 Source of regulations. 
The Defense Advanced Research 

Projects Agency is governed by the 
Privacy Act implementation regula-
tions of the Office of the Secretary of 
Defense, 32 CFR part 311. 

[40 FR 55535, Nov. 28, 1975. Redesignated at 56 
FR 55631, Oct. 29, 1991, as amended at 56 FR 
57802, Nov. 14, 1991] 

PART 315—UNIFORMED SERVICES 
UNIVERSITY OF HEALTH 
SCIENCES, PRIVACY ACT OF 
1974 

AUTHORITY: Pub. L. 93–579, 88 Stat. 1896 (5 
U.S.C. 552a). 

§ 315.1 Source of regulations. 
The Uniformed Services University of 

the Health Sciences, is governed by the 
Privacy Act implementation regula-
tions of the Office of the Secretary of 
Defense, 32 CFR part 311. 

[40 FR 55535, Nov. 28, 1975. Redesignated at 56 
FR 55631, Oct. 29, 1991, as amended at 56 FR 
57802, Nov. 14, 1991] 

PART 316—DEFENSE INFORMATION 
SYSTEMS AGENCY PRIVACY 
PROGRAM 

Sec. 
316.1 Purpose. 
316.2 Applicability. 
316.3 Authority. 
316.4 Definitions. 
316.5 Policy. 
316.6 Procedures and responsibilities. 
316.7 Questions. 
316.8 Exemptions. 

AUTHORITY: Pub. L. 93–579, 88 Stat. 1986 (5 
U.S.C. 552a). 

SOURCE: 40 FR 55535, Nov. 28, 1975, unless 
otherwise noted. Redesignated at 57 FR 6074, 
Feb. 20, 1992. 

§ 316.1 Purpose. 

This part delineates responsibility 
and provides guidance for the imple-
mentation of Pub. L. 93–579 (Privacy 
Act of 1974). 

§ 316.2 Applicability. 

This part applies to Headquarters, 
Defense Information Systems Agency 
(DISA) and DISA field activities. 

[40 FR 55535, Nov. 28, 1975. Redesignated at 57 
FR 6074, Feb. 20, 1992, as amended at 62 FR 
26389, May 14, 1997] 

§ 316.3 Authority. 

This part is published in accordance 
with the authority contained in 32 CFR 
part 310, August 1975. 

[40 FR 55535, Nov. 28, 1975. Redesignated and 
amended at 57 FR 6074, Feb. 20, 1992] 

§ 316.4 Definitions. 

Add to the definitions contained in 32 
CFR 310.6 the following: 

System Manager: The DISA official 
who is responsible for policies and pro-
cedures governing a DISA System of 
Record. His title and duty address will 
be found in the paragraph entitled 
Sysmanager in DISA’s Record System 
Notices which are published in the 
FEDERAL REGISTER in compliance with 
provisions of the Privacy Act of 1974. 

[40 FR 55535, Nov. 28, 1975. Redesignated and 
amended at 57 FR 6074, Feb. 20, 1992; 62 FR 
26389, May 14, 1997] 

§ 316.5 Policy. 

It is the policy of DISA: 
(a) To preserve the personal privacy 

of individuals, to permit an individual 
to know what records exist pertaining 
to him in the DISA, and to have access 
to and have a copy made of all or any 
portion of such records and to correct 
or amend such records. 

(b) To collect, maintain, use, or dis-
seminate any record of identifiable per-
sonal information in a manner that 
assures that such action is for a nec-
essary and lawful purpose; that the in-
formation is timely and accurate for 
its intended use; and that adequate 
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safeguards are provided to prevent mis-
use of such information. 

[40 FR 55535, Nov. 28, 1975. Redesignated at 57 
FR 6074, Feb. 20, 1992, as amended at 62 FR 
26389, May 14, 1997] 

§ 316.6 Procedures and responsibil-
ities. 

(a) The Counsel, DISA, is hereby des-
ignated the Privacy Act Officer for 
DISA and is responsible for insuring 
that an internal DISA Privacy Pro-
gram is established and maintained. He 
will also insure that all echelons of 
DISA effectively comply with and im-
plement 32 CFR part 310. 

(b) The Civilian Assistant to the 
Chief of Staff will be responsible for 
the annual reporting requirements con-
tained in 32 CFR 310.5. 

(c) DISA System Managers and other 
appropriate DISA officials will: 

(1) Insure compliance with the provi-
sions of 32 CFR 310.9. 

(2) Comply with the provisions of 32 
CFR 286a.11. In this area the Assistant 
to the Director for Administration will 
provide assistance. 

(3) Adhere to the following: 
(i) Within DISA, the System Manager 

of any record system will assure that 
records pertaining to an individual will 
be disclosed, upon request, to the indi-
vidual to whom the record pertains. 
The individual need not state a reason 
or otherwise justify the need to gain 
access. A person of the individual’s 
choosing may accompany the indi-
vidual when the record is disclosed. 
The System Manager may require the 
individual to furnish a written state-
ment authorizing discussion of the in-
dividual’s records in the presence of 
the accompanying person. If requested, 
the System Manager will have a copy 
made of all or any portion of the record 
pertaining to the individual in a form 
comprehensible to the requester. 

(ii) The System Manager may release 
records to the individual’s representa-
tive who has the written consent of the 
individual. The System Manager will 
require reasonable identification of in-
dividuals to assure that records are dis-
closed to the proper person. No 
verification of identity will be required 
of an individual seeking access to 
records which are otherwise available 
to any member of the public under the 

Freedom of Information Act. Identi-
fication requirements should be con-
sistent with the nature of the records 
being disclosed. For disclosure of 
records to an individual in person, the 
System Manager will require that the 
individual show some form of identi-
fication. For records disclosed to an in-
dividual in person or by mail, the Sys-
tem Manager may require whatever 
identifying information is needed to lo-
cate the record; i.e., name, social secu-
rity number, date of birth. If the sensi-
tivity of the data warrants, the System 
Manager may require a signed nota-
rized statement of identity. The Sys-
tem Manager may compare the signa-
tures of the requester with those in the 
records to verify identity. An indi-
vidual will not be denied access to his 
record for refusing to disclose his so-
cial security number unless disclosure 
is required by statute or by regulation 
adopted before 1 January 1975. An indi-
vidual will not be denied access to 
records pertaining to him because the 
records are exempted from disclosure 
under the provisions of the Freedom of 
Information Act. 

(iii) The System Manager will not 
deny access to a record or a copy there-
of to an individual solely because its 
physical presence is not readily avail-
able (i.e. on magnetic tape) or because 
the context of the record may disclose 
sensitive information about another in-
dividual. To protect the personal pri-
vacy of other individuals who may be 
identified in a record, the System Man-
ager shall prepare an extract to delete 
only that information which would not 
be releasable to the requesting indi-
vidual under the Freedom of Informa-
tion Act. 

(iv) When the System Manager is of 
the opinion that the disclosure of med-
ical information could have an adverse 
effect upon the individual to whom it 
pertains, the System Manager will 
promptly request the individual to sub-
mit the name and address of a doctor 
who will determine whether the med-
ical record may be disclosed directly to 
the individual. The System Manager 
will then request the opinion of the 
doctor named by the individual on 
whether a medical record may be dis-
closed to the individual. The System 
Manager shall disclose the medical 
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